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Corrections for all Printings – Chapter 21 through Appendix C
	439
	Appendix A, Chapter 1, Answer to Question 7

Reads:

7. Which two of the following modulation techniques do WLANs today use? (Choose two.)

A, D, and E
	Should read:

8.  Which two of the following modulation techniques do WLANs today use? (Choose two.)

A and D


	440
	Appendix A, Chapter 4, Answer to Question 9

Reads:

9. What does BSS stand for

d. Basic Signal Server
	Should read:

9. What does BSS stand for

c. Basic Service Set

	409
	Chapter 20, second bullet point

Reads:

· Check that service set identifiers (SSIDs) are not incorrectly configured.
	Should read:

· Check that service set identifiers (SSIDs) are correctly configured.



	409
	Chapter 20, fourth and fifth bullet points

Reads:

· Verify whether the MAC address of the client is being “blacklisted” on the network.

· If using 802.1x, verify whether the client side is configured to support the network method, such as Extensible Authentication Protocol-Transport Layer Security (EAP-TLS) with certificates.
	Should read:

· Verify whether the MAC address of the client is being excluded or disabled on the network.

· If using 802.1X, verify whether the client side is configured to support the network method (configured at the RADIUS server), such as Extensible Authentication Protocol-Transport Layer Security (EAP-TLS) with certificates.

	410
	Chapter 20, third paragraph in Key Topic, fifth and sixth sentences

Delete and replace
	Replace with:

The goal is to either get the clients to hear each other, or to force them to request access to the medium through RTS/CTS, so they do not sent at the same time, or to get them onto different APs and operating on different channels. By shrinking the cell, you may get the clients on different access points, but by lowering the transmit power, you might need to add more APs to fully cover the area.

	410
	Chapter 20, fourth paragraph in Key Topic, first and second sentences

Reads:

Another common issue is called the Exposed Node issue, which occurs when you have two wireless cells on the same channel and they are too close to each other. This happens often in Wireless B/G networks because only three nonoverlapping channels exist.
	Should read:

Another common issue is called the Exposed Node issue, which occurs when you have two wireless cells on the same channel and they overlap. This happens often in Wireless 802.11b/g networks because only three non-overlapping channels exist.

	410
	Chapter 20, fifth paragraph in Key Topic, last sentence

Reads:

The controller can help monitor the client signal and adjust the radio resources as needed.
	Should read:

The controller can use transmit power control mechanisms (enable DFS-TPC under Wireless> Network> 802.11a/n or 802.11b/g/n) to instruct CCXv2 and above clients to fix this issue.

	410
	Chapter 20, sixth paragraph in Key Topic

Delete and replace
	Replace with:

Additionally, as you might have been expecting, backward compatibility is an issue. This issue occurs when an 802.11b client joins the 802.11g cell and when an 802.11a/b/g client enters an 802.11n cell. The normal symptom is overall degraded data rates. This issue can never truly be prevented unless you can keep 802.11b clients out of range of your 802.11g access points.  In the case of an 802.11n network, you would have to make sure all clients were 802.11n capable.

	424
	Chapter 20, second paragraph after bullet points
Reads:

Cisco Spectrum Expert provides a comprehensive list of all access points, ad hoc networks, and interferer devices (for example, microwave ovens, cordless phones, wireless security cameras, Bluetooth devices, and RF jammers).
	Should read:
Cisco Spectrum Expert provides a comprehensive list of all access points, ad hoc networks, and interferer devices (for example, microwave ovens, cordless phones, wireless security cameras, Bluetooth devices, and RF jammers) operating in the 2.4 and 5 GHz frequency ranges.

	439
	Appendix A, Answer to the “Do I Know This Already?” Quizzes
Chapter 1, answer 7

Reads:

7.
A, D and E
	Should read:
7.
A and D



	439
	Chapter 2, Answer 3
Reads:

3.
A and C
	Should read:
3.
A



	440
	Appendix A, Chapter 3, Answer 8
Reads:

8.
B and D
	Should read:
8.
B



	440
	Appendix A, Chapter 4, Answer 9
Reads:

9.
D
	Should read:
9.
C



	442
	Appendix A, Chapter 6, Answer 11
Reads:

11.
A and B
	Should read:
11.
A, B, and C



	443
	Appendix A, Chapter 9, Answer 5
Reads:

5.
A and B. A VLAN is used to define a logical broadcast domain and isolate a subnet.
	Should read:
5.
A and D. A VLAN is used to define a logical broadcast domain and isolate a subnet.

	445
	Appendix A, Chapter 13, Answer 6
Reads:

6.
A
	Should read:
6.
D



	445
	Appendix A, Chapter 14, Answers 5 and 6
Reads:

5.
B
6.
B
	Should read:
5.
A

6.
A




	446
	Appendix A, Chapter 15, Answer 9
Reads:

9.
D
	Should read:
9.
C



	446
	Appendix A, Chapter 16, Answer 2
Reads:

2.
A and C
	Should read:
2.
B and C



	446
	Appendix A, Chapter 16, Answer 11
Reads:

11.
A and B
	Should read:
11.
A

	448
	Appendix A, Chapter 19, Answer 5
Reads:

5.
A and B
	Should read:
5.
B



	448
	Appendix A, Chapter 19, Answer 7
Reads:

7.
C
	Should read:
7.
B and C



	451
	Glossary, Numbers, first two lines
Reads:

802.1q  An IEEE form of trunking.

802.1x  An IEEE definition of port-based authentication.
	Should read:
802.1Q  An IEEE form of trunking.

802.1X  An IEEE definition of port-based authentication.



	451
	Glossary,A

Reads:

acknowledged (ACK)
	Should read:

acknowledgement (ACK)


	451
	Glossary, A

Reads:

Adaptive Frequency Hopping Spread Spectrum Technology  A spread spectrum method used to improve resistance to RF, often used in Bluetooth technology.
	Should read:

Adaptive Frequency Hopping Spread Spectrum Technology  A spread spectrum method used to improve resistance to RF interference, often used in Bluetooth technology.

	451
	Glossary, A

Reads:

Advanced Encryption Standard (AES)  Also known as the Rijndael. A block cipher adopted as an encryption standard by the U.S. government.
	Should read:

Advanced Encryption Standard (AES)  Also known as the Rijndael Cipher. A block cipher adopted as an encryption standard by the U.S. government.

	452
	Glossary, A
Reads:

Aironet Desktop Utility (ADU)  Cisco software used to manage a single a/b/g wireless card.
	Should read:

Aironet Desktop Utility (ADU)  Cisco software used to manage a single Cisco a/b/g wireless card.
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