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	Pg
	Error – Second Printing
	Correction

	18
	Chapter 2, “Do I Know This Already?” Quiz, Question 4

Reads:

4. Which of the following is not true regarding the use of digital evidence?
	Should read:

4. Which of the following is true regarding the use of digital evidence?


	163
	Chapter 6, Second Bullet Point
Reads:

■ Confidentiality (C) measures the degree of impact to the confidentiality of the system. It can assume the following values:


■ Low (L)


■ Medium (M)


■ High (H)
	Should read:
■ Confidentiality (C) measures the degree of impact to the confidentiality of the system. It can assume the following values:


■ High (H)


■ Low (L)


■ None (N)

	163
	Chapter 6, Third Bullet Point

Reads:

■ Integrity (I) measures the degree of impact to the integrity of the system. It can assume the following values:


■ Low (L)


■ Medium (M)


■ High (H)
	Should read:

■ Integrity (I) measures the degree of impact to the integrity of the system. It can assume the following values:


■ High (H)


■ Low (L)


■ None (N)

	163
	Chapter 6, Fourth Bullet Point

Reads:

■ Availability (A) measures the degree of impact to the availability of the system. It can assume the following values:


■ Low (L)


■ Medium (M)


■ High (H)
	Should read:

■ Availability (A) measures the degree of impact to the availability of the system. It can assume the following values:


■ High (H)


■ Low (L)


■ None (N)


	163
	Chapter 6, Ninth Bullet Point

Reads:

■ Modified Base Metrics (MAV, MAC, MAPR, MUI, MS, MC, MI, MA), which allow the organization to tweak the base metrics based on specific characteristic of the environment
	Should Read:

■ Modified Base Metrics (MAV, MAC, MPR, MUI, MS, MC, MI, MA), which allow the organization to tweak the base metrics based on specific characteristic of the environment

	281
	Appendix A, Do I Know This Already? Answers, Chapter 2, Answer to Question 2

Reads:

2. B. Integrity protection encompasses more than just data; it not only protects data, but also operating systems, applications, and hardware from being altered by unauthorized individuals.
	Should read:

2. A. Integrity protection encompasses only data and information.

	281
	Appendix A, Do I Know This Already? Answers, Chapter 2, Answer to Question 4

Reads:

4. D. The reliability of the digital evidence is vital to supporting or refuting any hypothesis put forward, including the attribution of threat actors.
	Should read:

4. C. The reliability of the digital evidence is vital to supporting or refuting any hypothesis put forward, including the attribution of threat actors.

	296
	Glossary, Under E

Reads:

Electronic protected health information (e-PHI) The first process during the boot sequence.
	Should read:

Electronic protected health information (e-PHI)  The HIPAA security rule was developed with a goal similar to the HIPAA privacy rule; however, its focus is on health-care-related data being transferred in digital form, called electronic protected health information, or e-PHI. The security rule is also known as the Security Standards for the Protection of Electronic Protected Health Information.
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	4
	Chapter 1, “Do I Know This Already?” Quiz, Question 2

Reads:

2. Which of the following statements is not true about integrity protection? 
	Should read:

2. Which of the following statements is true about integrity protection?
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