MACGLOBL.DOT

10/29/2020

 TIME 12:22 PM

CCNP Security Identity Management SISE 300-715 Official Cert Guide 

First Edition
Copyright © 2021 Cisco Systems Inc.
ISBN-10: 0-1366-4294-2
ISBN-13: 978-0-1366-4294-7
Warning and Disclaimer

Every effort has been made to make this book as complete and as accurate as possible, but no warranty or fitness is implied. The information provided is on an "as is" basis. The author and the publisher shall have neither liability nor responsibility to any person or entity with respect to any loss or damages arising from the information contained in this book or from the use of the CD or programs accompanying it.

When reviewing corrections, always check the print number of your book. Corrections are made to printed books with each subsequent printing.
First Printing: November 2020
Corrections for October 29, 2020
	Pg
	Error – First Printing
	Correction

	9
	Middle of the page, para beginning with “Once the server”, reads:
Once the server receives the password, it sends a REPLY message
	Should read:

Once the server receives the username, it sends a REPLY message

	79
	1st para in “Devices Without a Supplicant” section, last line reads:
…become the de facto solution deployed everywhere, on both wired and wired networks.
	Should read:

…become the de facto solution deployed everywhere, on both wired and wireless networks.

	80
	1st sentence under “MAC Authentication Bypass” section:
The first special fix to help with non-authenticating policies is for the authenticator…
	Should read:

The first special fix to help with non-authenticating endpoints is for the authenticator…

	84
	Last line on the page:
…and the HTML POST occurring from the browser to the network device (authenticator).
	Should read:
…and the HTTP POST occurring from the browser to the network device (authenticator).

	100
	Text against “Patch management condition” bullet reads: 
Checks that the endpoint has selected path management products installed,
	Should read:

Checks that the endpoint has selected patch management products installed,

	1010
	Chapter 11, Question 2, reads:

d. Explanation: When interacting with an advanced RADIUS server
	Should read:

b and d. Explanation: When interacting with an advanced RADIUS server

	1012
	Chapter 12, Question 5, reads:

d. Explanation: The first rule should match…
	Should read:

b and d. Explanation: The first rule should match…

	1012
	Chapter 12, Question 7, reads:

7. d. Explanation: With CWA, the NAD sends…
	Should read:

7. c. Explanation: With CWA, the NAD sends…

	1017
	Chapter 18, Question 3, reads:

c. Explanation: The stealth mode agent is a temporal agent that is loaded into memory and removed when the browser window is closed.
	Should read: 

c. Explanation: The Stealth Mode Agent is a special configuration of AnyConnect that hides the AnyConnect user interface and runs AnyConnect as a service for posture assessment. If system scan posture is the only AnyConnect service that is running, then the AnyConnect icon will not even be displayed in the system tray, and allows posture to appear to be operating in an “agentless” fashion.
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