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	Error – Third Printing
	Correction

	302
	Chapter 11, Replace Figure 11-8
	Replacement Figure:
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	493 thru

504
	Additional Glossary Terms
	Glossary Terms to Add:

Automatic call distribution (ACD)   A telephony application associated with Communications Manager Express. ACD provides automatic answering of outside calls with greetings and menus that allow callers to select the appropriate department or to dial known extension numbers. Also provides managed call queues for hunt groups that route calls for different menu options, and tools for obtaining call statistics.

AutoQoS   A Cisco router IOS feature which enables the router to recognize, learn and build QoS policy for various traffic flows observed on an interface. This automated capability eliminates much of the work of building an effective QoS configuration. AutoQoS VoIP is a variant with extended capabilities specific to VoIP environments.
CBWFQ   Class-Based Weighted Fair Queuing extends the WFQ algorithm to include user-defined classes for traffic.
Cisco Unified Personal Communicator   A legacy application which provided softphone, deskphone control, visual voicemail, chat and video capabilities. Superseded by the Jabber client.
Classification   A QoS mechanism used to identify traffic of various types, in order to read, apply or change its QoS marking as needed. Multiple criteria exist for traffic classification, including Layer 2 and Layer 3 marking recognition, protocol recognition, ACL filtering and others.
CUCM Publisher   The first cluster node, and the authoritative owner of the configuration database. All configuration changes are made at the Publisher, which replicates a read-only copy of the database to other nodes in the cluster which are called subscribers.


CUCM Subscriber   A cluster node which is not the Publisher.
Digital Signal Processors (DSP)   A software component (though often runs in chip-resident firmware) which provides coder/decoder, audio and video conferencing, MTP and transcoding services.

DSCP   Differentiated Services Code Points, the current standard for Layer 3 IPv4 packet marking. A 6-bit field is used to define many traffic priorities.
Fragmentation   An egress-side interface process which divides large packets into multiple smaller packets and applies a sequencing number for accurate re-assembly at the receiving interface. Typically used in conjunction with interleaving, which transmits a fragment, then another similarly-sized packet from a different flow, then another fragment, etc. Commonly used to improve link efficiency and improve latency for delay-sensitive traffic such as VoIP. 
Interleaving   The process in which packets from other, often more-important traffic flows are alternated with fragmented packets from bandwidth-intensive flows. The net effect is to reduce latency and improve overall link efficiency.

 

Intracluster Communication Signaling (ICCS)   Real-time data communicated in a full-mesh pattern between all nodes in the cluster, to provide information about redundancy, devices status, etc.

Link Efficiency   The term for a set of QoS tools that aim to improve the overall throughput of an interface. Configurable options include Link Fragmentation and Interleaving (LFI) (various forms exist for different link technologies) and compression (multiple types with specific applications, benefits and drawbacks).


LLQ   Low Latency Queueing, the name for a QoS strategy that applies a strict priority queue over top of a Class-Based Weighted Fair Queuing structure. Voice media packets are sent to the Priority queue, which is serviced as soon as the interface becomes available and will be continually serviced until empty. LLQ is the preferred queuing method for VoIP traffic.

Marking   A QoS mechanism that applies or modifies Layer 2 CoS or Layer 3 ToS/DSCP header values. These values are used to classify traffic and apply QoS policies.


Policing   A QoS mechanism in which a maximum bandwidth threshold is set, and any traffic that exceeds the bandwidth is dropped.
Priority Queuing   A QoS queuing strategy which defines multiple queues; these queues are served in priority order, but if a higher priority quese has traffic in it, lower queues will not be served until all higher queues are empty. This may cause lower queues to be starved for bandwidth.

QoS   Quality of Service refers to a system (configurable on routers, switches and other network hosts and applications) in which packets and frames can be classified, marked and processed by an interface policy. The goal is to provide appropriate individual service levels for bandwidth, delay, congestion avoidance and congestion management for the various types of traffic on the network. VoIP in particular relies on QoS to minimize delay and loss of high-priority voice media packets, although every network could likely benefit from a QoS system regardless of whether VoIP is in use or not.
Queuing   An interface traffic management method, usually part of a QoS configuration (although some interfaces with dynamically create a queuing system as required). Traffic is classified (using one of several mechanisms) and QoS policy configurations assign packets to various configurable interface queues. Queues are serviced according to the policy, which may define guaranteed minimum and/or maximum bandwidth, bandwidth percentage or other QoS capabilities.
Trunking   A switch (and sometimes router) connection technology that allows for traffic from multiple VLANs to be forwarded on a single physical link. Each frame transmitted on a trunk is tagged with its VLAN ID, allowing the switch to forward frames to the correct destination VLAN ports.

WFQ   Weighted Fair Queuing is a queuing mechanism which may be automatically activated on certain types of router interfaces. The router identifies flows of traffic and generates queuing policies that are appropriate for each.


Corrections for June 3, 2017
	Pg
	Error – Third Printing
	Correction

	18
	Chapter 1, First Paragraph after Bullet Points
Reads:

Now, you might think, “If human speech uses frequencies between 200–9000 Hz and the normal telephone channel only transmits frequencies from 300–400 Hz, how can you understand human conversation over the phone?”
	Should read:
Now, you might think, “If human speech uses frequencies between 200–9000 Hz and the normal telephone channel only transmits frequencies from 300–3400 Hz, how can you understand human conversation over the phone?”

	24
	Chapter 1, Figure 1-25, First Row

Reads:
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	Should read:
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	242
	Softkey Template and Phone Button Template, First Paragraph, Last Sentence

Reads:

Seven softkey templates are available by default, and you can create as many more as your design requires.
	Should read:

Eight softkey templates are available by default, and you can create as many more as your design requires.

	503
	Glossary, softkey template, Last Sentence

Reads:

Seven softkey templates are available by default, and you can create as many more as your design requires.
	Should read:

Eight softkey templates are available by default, and you can create as many more as your design requires.


Corrections for March 20, 2016
	Pg
	Error – First Printing
	Correction

	357
	Chapter 13, Message Aging Policy and Mailbox Quotas, Second Paragraph
Reads:

User storage quotas can be configured to warn users when their mailbox nears the maximum allowed size (warning at 12 MB by default). Users are prevented from sending new messages when their mailbox reaches 13 MB (configurable to any appropriate value), and they cannot send or receive messages if their mailbox reaches 14 MB by default (also configurable).
	Should read:
User storage quotas can be configured to warn users when their mailbox nears the maximum allowed size (warning at 11 MB by default). Users are prevented from sending new messages when their mailbox reaches 12 MB (configurable to any appropriate value), and they cannot send or receive messages if their mailbox reaches 14 MB by default (also configurable).


Corrections for February 5, 2015
	Pg
	Error
	Correction

	59
	Chapter 3, Figure 3-5, Last Two Fields

Reads:
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	Should read:
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	72
	Chapter 3, First Paragraph after Bullets, Second Sentence
Reads:

At the CCNA Voice level, Cisco has chosen to highlight two of the key QoS Categories…..
	Should read:
At the CCNA Collabortion level, Cisco has chosen to highlight two of the key QoS Categories…..


	119
	Chapter 6, Example 6-3, Second and Third Configs

Reads:

CME_Voice(config voiceport)# station id name 3rd  Floor Fax

CME_Voice(config voiceport)# station id number 5551000
	Should read:

CME_Voice(config voiceport)# station-id name 3rd  Floor Fax

CME_Voice(config voiceport)# station-id number 5551000

	121
	Chapter 6, First Paragraph, First Sentence

Reads:

These are many commands to discuss in Example 6-4, starting with the show controllers t1 command.
	Should read:

There are many commands to discuss in Example 6-4; you can verify your own router’s T1 card setup with the show controllers t1 command.

	123
	Chapter 6, Second Paragraph, First Sentence
Reads:

After you enter the ds0-group command, the router automatically creates a voice port for each time slot you provision, as you can see from the show voice port summary output in Example 6-5.
	Should read:
After you enter the ds0-group command, the router automatically creates a voice port for each time slot you provision, as you can see from the show voice port summary output in Example 6-4.

	143
	Chapter 6, Practical Scenario 1, Second Sentence

Reads:

Figure 6-12 shows a commonly encountered scenario encountered.
	Should read:

Figure 6-12 shows a commonly encountered scenario.

	184
	Chapter 7, First Sentence After Figure 7-14

Reads:

If you were to click the Deliver button with the CCP configuration shown in Figure 7-15, the CCP delivers the following commands to the Cisco router:
	Should read:

If you were to click the Deliver button with the CCP configuration shown in Figure 7-14, the CCP delivers the following commands to the Cisco router:

	275
	Chapter 10, PSTN Backup Using CAC, Third Sentence

Reads:

(The QoS configurations are beyond the scope of the CCNA Voice Exam.)
	Should read:

(The QoS configurations are beyond the scope of the CCNA Collaboration Exam.)

	317
	Chapter 11, Configuring Custom Presence Groups, Step 3, Second Sentence

Reads:

Setting it to System Default references the Default Inter-Presence Group Subscription Enterprise Parameter discussed next.
	Should read:
Setting it to System Default references the Default Inter-Presence Group Subscription Service Parameter discussed next.

	356
	Chapter 13,Voice Messaging with SRST and AAR, First Sentence
Reads:

In the event the IP WAN fails, calls can be rerouted over the PSTN using Automated Alternate Routing (AAR) or Survivable Remote Site Telephony (SRST).
	Should read:
In the event that calling over the IP WAN is not possible due to WAN failure or congestion, calls can be rerouted over the PSTN.

	361
	Chapter 13, First Bullet, Delete Bullet Point and First Two Sentences
	Replace with:

· Message Urgency: Messages left by callers can all be set to Normal or Urgent, or the system can be set to Ask Callers, giving them the choice.

	361
	Chapter 13, First Bullet Point, Last Sentence

Reads:

Setting the Unidentified Callers Message Urgency here (in the User Template) will apply the chosen setting to all users created with this template; you can override this setting at the individual user’s account under the Phone menu.
	Should read:
Setting the Unidentified Callers Message Urgency here (in the User Template) will apply the chosen setting to all users created with this template; you can override this setting at the individual user’s account under the Message Settings menu.

	406
	Chapter 15, Issue 4: TFTP Server, First Bullet

Reads:

· Check routing configuration: If the TFTP server is on a different subnet than the IP phone, validate that data is able to route between the two subnets by placing a test devoice (such as a laptop or PC) in the voice VLAN and testing connectivity to the TFTP server (by transferring files via TFTP).
	Should read:

· Check routing configuration: If the TFTP server is on a different subnet than the IP phone, validate that data is able to route between the two subnets by placing a test device (such as a laptop or PC) in the voice VLAN and testing connectivity to the TFTP server (by transferring files via TFTP).

	421
	Chapter 16, Foundation Topics, First Paragraph, Second Sentence

Reads:

The scope of CCNA Voice (ICOMM) requires us to keep it relatively simple, so….
	Should read:

The scope of CICD requires us to keep it relatively simple, so….

	424
	Chapter 16, Deleting Unassigned Directory Numbers Using the Route Plan Report, Step 1
Reads:

Step 1.  Navigate to System > Route Plan Report.
	Should read:
Step 1.  Navigate to Call Routing > Route Plan Report.

	433
	Chapter 16, Generating System Report, Bullet Traffic, Second Sub Bullet

Reads:

· Summary by Extension: Available to administrators. Displays call volume per specified extensions and call types during the selected time frame.
	Should read:

· Summary by Phone Number: Available to administrators. Displays call volume per specified Phone Number and call types during the selected time frame.

	446
	Chapter 16, Perform a Restore, Step 7

Reads:

· Step 7.  Monitor the restore progress by navigating to Restore > Status.
	Should read:
· Step 7.  Monitor the restore progress by navigating to Restore > Current Status.

	473
	Answers Appendix, Chapter 4, Answer 6

Reads: 

6.  C
	Should read:

6.  B

	474
	Answers Appendix, Chapter 11, Answer 6

Reads:

6.  A, D, E, F
	Should read:

6.  A


Corrections for November 13, 2015
	Pg
	Error
	Correction

	445
	Chapter 16, Set Up a Backup Device, Step 1

Reads:

Step 1.  In the DRS, navigate to Device > Backup Device.
	Should read:

Step 1.  In the DRS, navigate to Backup > Backup Device.


Corrections for November 9, 2015
	Pg
	Error
	Correction

	479
	Appendix C, Note

Reads:

Note  The foundation IOS commands, such as enable, configure terminal, and show, are covered in the CCENT and CCNA certification guides, which are a prerequisite for the CCNA Collaboration certification. They are not covered here.
	Should read:
Note  The foundation IOS commands, such as enable, configure terminal, and show, are covered in the CCENT and CCNA certification guides, which are are not covered here.
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