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Corrections for December 11, 2013
	Pg
	Error
	Correction

	570
	Chapter 9, Example 9-29, Missing second to last configuration line
	Add second to last line: 
ciscoasa(config)#dynamic-filter enable interface outside


	612
	Chapter 11, First paragraph after Example 11-1, Last sentence

Reads:

The process has also had overflow conditions, indicating that for 712 different packets, more than 24 fragments arrived and overflowed the packet buffer.
	Should read:

The process has also had overflow conditions, indicating that for 713 different packets, more than 24 fragments arrived and overflowed the packet buffer.



	645
	Chapter 12, Paragraph above Example 12-6, Frist sentence

Reads:

As an example, suppose you want to use ARP inspection in the scenario shown in Figure 12-6.
	Should read:

As an example, suppose you want to use ARP inspection in the scenario shown in Figure 12-9.

	691
	Chapter 14, Example 14-1, 12th Configuration line
Reads:

Ciscoasa(config-if)# ip address 209.165.200.226 255.255.255.0 standby 209.165.200.227
	Should read:
Ciscoasa(config-if)# ip address 209.165.200.225 255.255.255.0 standby 209.165.200.226


Corrections for November 21, 2013
	Pg
	Error
	Correction

	718
	Chapter 15, Second Paragraph from bottom, First Sentence

Reads:

For modules that support content security and control, services that are secured include secure HTTP, POP3, SMTP, and FTP traffic.


	Should read:

For modules that support content security and control, services that are secured include HTTP, POP3, SMTP, and FTP traffic.




Corrections for July 2, 2013
	Pg
	Error
	Correction

	773
	Appendix A, Chapter 8, Answer 15
Reads:

15.  A, D, E. and G
	Should read:

15.  A, C, E. and G


Corrections for October 26, 2012
	Pg
	Error
	Correction

	131
	Chapter 4, Example 4-3, Fourth Config Command 

Reads:

ciscoasa(config-sla-monitor)# exit
	Delete command line:

ciscoasa(config-sla-monitor)# exit


Corrections for August 8, 2012
	Pg
	Error
	Correction

	372
	Chapter 7, add paragraph under Figure 7-53


	Add paragraph:

In the Match Criteria section of the dialog box, specify the inside interface and object INSIDE-SEGMENT as the source information for this twice NAT rule. Select the outside interface as the destination interface.

	372
	Chapter 7, add last sentence to paragraph 2

	Add last sentence:
This completes the configuration of translation for your internal network.  You must now configure the translation for the partner network.

	372
	Chapter 7, remove third paragraph and replace with new paragraph


	Replace with:

Because the partner network uses overlapping addressing to your own, it is also necessary to translate the destination address in packets. For instance, if one of your inside hosts were to attempt to send packets to the destination address 10.0.0.50, it would be considered local segment traffic, and would not be routed to the ASA as the default gateway for the inside host. Therefore, inside hosts must use a destination address which requires routing the packet to the ASA, which will then translate that address into the corresponding 10.0.0.0 address used on the partner network. 

You have decided to use the network address 192.168.20.0/24 to represent the partner network.  This means that internal hosts will use that address space as the destination address in packets intended to be transmitted to the partner site.  Because this network is non-local, internal hosts will route such packets to the ASA, where they will have their destination address translated to the actual 10.0.0.0/24 addresses in use at the partner site.  They will then be sent across the VPN tunnel, having had both source and destination addresses translated.

Therefore, using procedures already demonstrated, in the Destination Address field within the Match Criteria section of the dialog box, create and assign a new object named PARTNER-VPN-NAT-INBOUND, defined as the network 192.168.20.0/24. 

Finally, to specify the translated destination address for selected packets, using procedures already demonstrated, in the Action section of the dialog box, create and assign a new network object named PARTNER-VPN-SEGMENT, defined as the network 10.0.0.0/24, in the Destination Address field. These settings are shown in Figure 7-53.



	372
	Chapter 7, Figure 7-53, Figure incorrect

Remove figure and replace
	Replace with:
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	373
	Chapter 7, Last Nat command

Reads:

Nat (inside, outside) 3 source static INSIDE-SEGMENT PARTNER-VPN-NAT-OUTBOUND destination static PARTNER-VPN-SEGMENT PARTNER-VPN-NAT-INBOUND
	Should read:

Nat (inside, outside) 3 source static INSIDE-SEGMENT PARTNER-VPN-NAT-OUTBOUND destination static PARTNER-VPN-NAT-INBOUND-PARTNER-VPN-SEGMENT

	373
	Chapter 7, Insert paragraph before  - Configuring Translations Using Manual NAT After Auto NAT
	Add:

Note the order of objects in the nat command generated by this configuration.  While the source objects are listed in the order real, then mapped, the destination objects are listed in the order mapped, then real.  This is because the original source packets generated by internal hosts would have the real source, and mapped destination IP addresses in them, prior to translation.  Following translation, it has the mapped source, and real destination IP addresses.  Thus, the pre-translation objects are both listed first, and the post-translation objects second, in each section of the command.


This errata sheet is intended to provide updated technical information. Spelling and grammar misprints are updated during the reprint process, but are not listed on this errata sheet.

Updated 12/11/13 


